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Podpis elektroniczny kwalifikowany
w chmurze – rSign, poświadczenie
innym podpisem

Cena brutto 416,97 zł

Cena netto 339,00 zł

Dostępność Dostępny

Czas wysyłki 24 godziny

Opis produktu

Zestaw podpisu elektronicznego obejmuje:

Kwalifikowany certyfikat podpisu elektronicznego
Aplikację PEM-HEART SIGNATURE do składania i weryfikacji podpisu kwalifikowanego, biblioteki Encard (PKCS#11,
CSP) do obsługi wirtualnej karty – do pobrania ze strony WWW.
Aplikację na telefon komórkowy rSign by CenCert do potwierdzania składanych podpisów – do pobrania ze
sklepu Play lub App Store

Kwalifikowana usługa jest świadczona zgodnie z aktualną wersją Polityki dla kwalifikowanych usług zaufania.

 

Procedura dla potwierdzenia tożsamości podpisem kwalifikowanym

UWAGA! Żeby otrzymać podpis zgodnie z tą procedurą będziesz musiał podpisać przesłane przez nas dokumenty
swoim obecnym podpisem kwalifikowanym. Nie może to być "podpis zaufany" generowany przez polski rządowy
system "profil zaufany". Nie wystarczy też wydawany przez niektóre firmy UE "podpis zaawansowany oparty na
kwalifikowanym certyfikacie". Jeśli masz wątpliwości, czy Twój obecny podpis jest kwalifikowany, skontaktuj się z nami.

Po dokonaniu zakupu wyślemy Ci mailem dokumenty konieczne do wystawienia kwalifikowanego certyfikatu. 

 

Po otrzymaniu maila:

* zainstaluj na swoim telefonie komórkowym aplikację rSign by CenCert ze sklepu Play lub App Store * zainicjuj tę
aplikację przy pomocy danych z Wniosku o wystawienie certyfikatu,
* podpisz swoim obecnym podpisem kwalifikowanym Wniosek o wystawienie certyfikatu.
Kwalifikowany podpis elektroniczny, którym potwierdzisz tożsamość, musi zawierać Twoje dane osobowe (pola "imię",
"nazwisko", "numer seryjny") - nie może to być certyfikat anonimowy, np. z pseudonimem.

Odeślij nam mailem podpisany Wniosek o wystawienie certyfikatu, w treści maila wpisz także kod wyświetlany przez
aplikację rSign na telefonie, potwierdzający poprawną konfigurację.
Po sprawdzeniu poprawności podpisanych przez Ciebie dokumentów Twój certyfikat zostanie wystawiony, dostaniesz
potwierdzenie mailem.

Twój certyfikat będzie zawierał Twoje dane osobowe takie, jak w podpisie, którym potwierdzisz swoją tożsamość.

CenCert jest zastrzeżonym znakiem towarowym firmy ENIGMA Systemy Ochrony Informacji.
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CenCert jest kwalifikowanym podmiotem świadczącym kwalifikowane i niekwalifikowane usługi zaufania od roku 2009
- w zakresie wystawiania certyfikatów, kwalifikowanych znaczników czasu oraz usługi poświadczania ważności
certyfikatów (OCSP).
Podstawą prawną świadczenia usług CenCert jest w szczególności eIDAS (Rozporządzenie Parlamentu Europejskiego i
Rady (UE) nr 910/2014), a także ustawa o usługach zaufania oraz identyfikacji elektronicznej.

Producentem rozwiązań dla CenCert jest ENIGMA Systemy Ochrony Informacji Sp. z o.o.
Podstawowa działalność spółki ENIGMA polega na opracowywaniu, produkcji i wdrażaniu innowacyjnych systemów
ochrony informacji. Wykorzystując własne rozwiązania sprzętowe i programistyczne zapewnia najlepszą ochronę
danych w administracji państwowej i samorządowej, instytucjach finansowych i przedsiębiorstwach. Wszystkie
produkty firmy ENIGMA dają pełną ochronę kryptograficzną gromadzonych, przetwarzanych i przesyłanych informacji.
Oferowane rozwiązania są certyfikowane pod względem bezpieczeństwa przez wyspecjalizowane komórki Służb
Ochrony Państwa.

 

Produkt posiada dodatkowe opcje:

OKRES WAŻNOŚCI: 1 ROK , 2 LATA , 3 LATA
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